**From:** Telstra Security Operations

**To:** nbn Team nbn@email.com

**Subject:** Urgent: Coordinated Malware Attack Targeting Spring Framework - "Spring4Shell" Vulnerability

**Body:**

Hello nbn Team,

We urgently need to alert you to a coordinated malware attack that occurred between March 20, 2022, at 03:16:34 UTC and March 20, 2022, at 03:21:00 UTC. This attack specifically targeted a vulnerability within the Spring Framework, exploiting the critical "Spring4Shell" vulnerability (CVE-2022-22965).

The severity of this exploit cannot be overstated, as it poses an immediate risk to the security of our infrastructure. If successful, it could lead to unauthorized access, data breaches, or even complete system compromise.

We urge you to take immediate action to mitigate this threat and safeguard our systems from further harm. If you require any assistance or have questions regarding this incident, please do not hesitate to reach out to us.

Kind regards,

Telstra Security Operations